With cyber criminals more active and attempting to capitalize on the coronavirus, make sure you know how to protect your company’s information and assets. It’s times like these that good cyber security best practices are more important than ever.

Be Cyber Secure: Cyber Security Best Practices for Businesses Navigating Volatile Times

Tips and best practices to help you protect yourself and your business

How to Protect Yourself

Be Proactive:

- When working from home, only use wireless networks that are secured and require a password. Avoid public Wi-Fi networks, and never conduct any financial or confidential work over a public Wi-Fi connection.
- Conduct all business matters on company approved devices, even when working remotely.
- Never trust unknown individuals. Verify everything they claim and do not send sensitive information to anyone whose identity you can’t verify.
- Do not discuss confidential information around other people when working remotely. As much as is practically possible, conduct your work in a private space.
- Ensure communication validation steps are followed when working remotely to ensure company information and data stays secure.

If you suspect you’ve been targeted:

- Don’t delay. Acting quickly after an incident can minimize damage to your business.
- Monitor all transactions for suspicious activity in the aftermath of an incident.
- Know and follow your local laws and guidelines for cyber incidents.
- Document everything about the incident. The more information you have, the better armed you will be to assist an investigation by your company and law enforcement officials, and the better prepared you will be against future attacks.
- Change all passwords that may have been breached.
- Contact your bank’s servicing desk or support staff to report a fraudulent transaction as soon as you can.

Global Statistics:

- £800,000 total losses since February from coronavirus related scams in the UK
- 2500 instances of malware spread by coronavirus themed emails
- 1MM products falsely claiming to treat the coronavirus have been removed from an online retailer

1 https://www.telegraph.co.uk/news/2020/03/14/police-is-sue-fraud-advice-protect-public-corona-virus-scams/
2 https://www.forbes.com/sites/mattperze/2020/03/16/coronavirus-scams-watch-out-for-these-efforts-to-exploit-the-pandemic/#bb2e0d76103e
3 https://www.forbes.com/sites/mattperze/2020/03/16/coronavirus-scams-watch-out-for-these-efforts-to-exploit-the-pandemic/#bb2e0d76103e
Threat Vectors:

Watch out for some common threat vectors cyber criminals are using:

- **Phishing**: do not reply to or click on links in emails, even when they appear to be from a legitimate source. Cyber criminals are able to spoof email domains to make their phishing attempts appear as if they originate from credible sources. They are also using scare tactics that reference the coronavirus as a means to gain access to your data by directing you to click on links that can install malware onto your device.

- **Vishing**: cyber criminals utilize vishing techniques, such as impersonating a trusted source or robocalls, to scam people out of data and money over the phone. Criminals will create a sense of urgency to incite quick responses out of their targets.

- **Apps**: downloading news apps can help you keep up to date with latest developments, but when downloading apps, ensure they come from a reliable source and follow your company’s guidelines on what is acceptable to install on your work devices.

- **Websites**: ensure that the information you are reading is coming from a legitimate source. Check the URLs of the websites you are visiting carefully, and be sure not to click on anything that looks suspicious. Follow your company’s guidelines on what websites are safe to surf when using work devices.

**IMPORTANT INFORMATION**

Neither Bank of America nor its affiliates provide information security or information technology (IT) consulting services. This material is provided “as is,” with no guarantee of completeness, accuracy, timeliness or of the results obtained from the use of this material, and without warranty of any kind, express or implied, including, but not limited to warranties of performance, quality and fitness for a particular purpose. This material should be regarded as general information on information security and IT considerations and is not intended to provide specific information security or IT advice nor is it any substitute for your own independent investigations. If you have questions regarding your particular IT system or information security concerns, please contact your IT or information security advisor.
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